Program (MAP)

Smart Sheet Issue No.3 July 2019

NSIPS MAP User Roles

Every Command allocated MAP quotas must have at least one Command Reviewer and
Command Reportings Senior (no limit on number of each at a command) to process and
approve their local command quotas. These roles can also process and approve their
subordinate command quotas if required (i.e. for subordinate commands without access to

NSIPS).

OPNAV

BSO/
Ech Il

TYCOM/
Ech 1l

ISIC/
Ech IV

Command

OPNAYV Program Manager - Create MAP Guidance Sheet, manage MAP
UIC hierarchy, load and manage UIC MAP quotas, and final approval of all
commands’ exception to policy (ETP) and additional quotas requests.
Command Reviewer & Command Reporting Senior

BSO/Ech Il Command Reviewer - No paygrade restriction. BSOs have the
primary role to approve/disapprove Quota Requests and ETPs or defer the
approval/disapproval to OPNAV.

Command Reviewer & Command Reporting Senior

TYCOM Command Reviewer — No paygrade restriction. All TYCOMS
must have this role to review and forward subordinate commands’ exception
to policies and additional quota requests.

Command Reviewer & Command Reporting Senior

ISIC Command Reviewer — No paygrade restriction. All ISIC commands
must have this role to review and forward subordinate commands’ exception
to policy (ETP) and additional quota requests.

Command Reviewer and Command Reporting Senior

Command Reporting Senior — Commanding Officers may delegate this
authority to an E7 or above or civilian equivalent. However, ensure the
DD577 is completed and maintained on file locally.

Command Reviewer — No paygrade restriction. However, command should
choose the appropriate paygrade due to the sensitive nature of the program.
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Establishing NSIPS MAP User Accounts

NOTE: Before establishing a MAP role in NSIPS, Annual IA Awareness Training must be
completed (within the last year).

Step One - Complete SAAR-N

Before a MAP Reporting Senior or Command Reviewer role can be approved in NSIPS, a
SAAR-N (OPNAYV 5239/14 Rev 9/2011) must be completed and uploaded to NSIPS, if not
previosuly uploaded.

e All highlighted areas shown in Figure 1 — Sample SAAR-N Page 1 and in Figure 2 — Sample
SAAR-N Page 3 must be completed with the appropriate relevant information.

o Block 11 will be specific to the User Role requested. For most users, these roles will
be either Command Reporting Senior or Command Reviewer.

0 Note: Blocks 17, 17a and 17b should be left blank and not signed. The NSIPS Access
Manager (NAM) at your PSD or the Super Functional Area Manager (FAM) signs
blocks 17 through 17b as the Information Owner/Operator AFTER the SAAR-N has
been uploaded.

o After completing the highlighted sections of Figures 1 and 2 on the SAAR-N PDF, sign the
PDF electronically in Block 24 and forward the signed PDF to your Supervisor for his/her
electronic signature in Block 16a.

e After your Supervisor has signed the form, forward the PDF to your Command Information
Assurance Manager (IAM) to complete Blocks 18- 21 and to your Security Manager for
completion of Part 111 and his/her signature in Block 29, as shown in Figure 2.

e After the Security Manager returns the signed completed PDF, the SAAR-N PDF can be
uploaded to NSIPS.

Step Two - Complete DD Form 577 (Only required for Command Reporting
Senior)

If applying for a MAP Command Reporting Senior role, the highlighted sections of a DD Form
577 (shown in Figure 3 — Sample DD Form 577) must be completed. The user will execute a DD
form 577 and retain it on file locally at his/her command ready to be provided for audit.

MAP NSIPS Module Smart Sheet Page 2 of 7 Issue 3 —July 2019
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FOR OFFICIAL USE ONLY WHEN FILLED

SYSTEM AUTHORIZATION ACCESS REQUEST NAVY (SAAR-N)

ALUTHORITY: Exacitive Ondar 10450, Public i of Records Nobce: NMOSO0-2 Program
Management and Locstor System.

PRINCIPAL PURPOSE. To reécond wser ident [l rexpuiesting aceess 1 Depanment of
Dedenge (DOD) systems and information
ROUNTINE USES: The collecton of dats is us

lon Office, Secunty Managers, Information
Assurance Managers, and System Administral
MSCLOSURE: Disclosure of this information

— ation may impede, delay or prevent further
procassing of this request
TYPE OF REQUEST: DATE (DDA YYYY):
B mmaL  [] MODIFICATION [ ] DEACTWATE [ | USERD ———————
SYSTEM NAME (Fiaiform er Appication): LOCATION (Physical Locabion of Sysiem):
NSIPS NORFOLK, VA
PART | {To be completsd by Requester)
1. MAME jLast First, Miodie inifial): 2. ORGAMIZATION:
3. OFFICE SYMBOLDEPARTMENT: 4. PHONE (DSN and Commercial)
DSM: O
5. OFFICIAL E-MAIL ADORESS: 6. JOB TITLE AND GRADERANK:
7 OFFICIAL MAILING ADDRESS: B CITIZENSHIF: 9. DESIGNATION OF PERSOMN
BJus [ m PILITARY [] cniLan
D LN |:| Other |:| CONTRACTOR

10 INFORMATION ASSURANCE (IA) AWARENESS TRAINING REQUIREMENTS |Complele as required far user or fiunchional fzwel access |-

[#] 1nave completed Annual 1A Awereness Training DATE (oonrtfvyyy): ENTER DATE 1A AWARENESS COMFPLEg

PART Il - ENDORSEMENT OF ACCESS BY INFORMATION OWNER, USER SUFPERVISOR OR GOVERNMENT SPONSOR (I an indvidual is a
contracion - provide company name, confract number, and date of contract expiration in Block 14a)

11, JUSTIFICATION FOR ACCESS:

Respectiully request access to WSIPS MAF Avtomated System as the (Command, ISIC, TYCOM, or BSQ/ECH IT) (Command
Reporting Senior or Command Reviewer).

12 TYPE OF ACCESS REQUIRED i i ol illaacd’ umer ombsln DATE SIGNED [nOMMYY Y
4 autHorizED  [] PrvILEGED |FTVIRO0SH ACGESS AQRaGIment Foam

13, USER REQUIRES ACCESE TO

[] uNCLASSIFIED [ | CLASSIFIED (Speaty Gategory): [] otHER:

14 VERIFICATION OF MEED TO KMOW: 148, ACCESS EXPIRATION DATE [Comtractors must specify Gompany Name, Gonfract
Mumber, Expivation Dale):

I certify thet this user requires access a3 requesied

15 SUPERVISOR'S DREAMZATIONDEPARTMENT: | 15a SUPERVISOR'S E-MAIL ADDRESS: 158, PHOME NUMBER:
16 SUFERMISOR'S NAME (Brind Mame): 168, SUPERVISOR'S SIGNATURE 168 DATE [OMARAY):
17 SIGNATURE OF INFORMATION CWMNER/OPR: 17a. PHOME NUMBER: 7. DATE ([DOMIYYYY):

18 SIGNATURE OF 1AM OR APFOINTEE: 18, ORGANIZATIONDEPARTMENT: 20. PHONE NUMBER: | 21. DATE (DOMMM Y YY)

OPNAY 5230014 [Rev 92011} Page 1of4
REPLACES (Rey 7/2003), WHICH IS DBSOLETE  FOR OFFICIAL USE ONLY WHEN FILLED
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FOR OFFICIAL USE OMLY YWHEM FILLED

{Block 22 Cont)

| further understand that, when using Navy IT rg
- Auto-forward any e-mail from a Mavy account to o

- Bypass, stress, or test 1A or Computer Matwork Oy { Filbers, Promy Servers, Anti-Virus Programs).
- Indroduca or use unauthorized softwars, firmears

- Raloeaka or chanda aquipment oF tha natwork eo Mo Lowcsl LA Auathority (6., person responsbie for
the cverall implementation of L& at the command he
- s personally onmed hardwarne, software, shar orization from the Local 1A Authonty.

- Upload/downiogd executabls fles (e.g, exa, com, vis or bal) onto Mavy [T resources without the written approval of the Local 1% Authorty

- Participate in or contrbute to any activity resulting in a deruption or denial of service.

- \Wmia, code, compile, store, transmit, transfer, or Intrecuce malicious software, programs, or code.

- Use MNavy |T resources in a way that would reflect adversely on the Mavy. Such uses induds pomography, chain lstters, unofficial adverising,
solicting or selling except on authonzed ulstin boards established for such wse, violation of statute or regulation, mappropnately handled classified
mformetion and Pll, and cther usas that are mcompabible with public serice.

- Place data onto Mavy IT resources possessing insufficient security controls fo prolect that data at the required dassification (e.g., Secret onto
Linclassfied).

23 NAME [Las!, Frst, Micobe bafiai): 24, LUSER SIGNATURE: 25, DATE SIGNED [DOoAsMr YY)

PART lll - SECURITY MAMAGER VALIDATES THE BACHGROUND INVESTIGATION OR CLEARANCE INFORMATION

26. TYPE OF INVESTIGATION: 26a. DATE OF INVESTIGATION DoMUYy YY)
26b. CLEARAMCE LEVEL JEe IT LEVEL DESIGNATION
[JLEVELI [JieveELn ] LEVEL W
27. VERIFIED BY (Frint name]. 28, SECURITY MAMAGER 20. SECURITY MANAGER SIGNATURE: | 30, DATE [DOMMUYY YY)
TELEFHONE NUMBER:

PART IV - COMFLETION BY AUTHORIZED STAFF PREFARING ACCOUNT INFORMATION
3.TITLE e SYSTEM: 31b. ACCOUNT CODE

e, DORMAIN

J1d. SERVER:

e APPLICATION:

. DATASETS:

g DIRECTORIES

3h. FILES:
12 DATE PROCESSED {DOMMIYYYY).  |32a. PROCESSED BY: 320, DATE (DOMMATY Y YY)
33, DATE REVALIDATED (DOMMIYyyY): 338, REVALIDATED BY: 33b. DATE (DOMMAY Y Y):
OFMAY 5230014 (Rev W2011) Page 3 of 4

REPLACES (Rev TA2008), WHICH IS QBSLETE  FOR OFFICIAL USE OMLY WHEM FILLED

Figure 2 — Sample SAAR-N Page 3
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APPOINTMENT/TERMINATION RECORD - AUTHORIZED SIGNATURE
(Read Privg——= — e Bling form.)

AUTHORITY: E.O, 8307 31 U.5C Seclions 3329
PRINCIPAL PURPOSE(S): To maintain a record of parsens o any of the positions listed in llem 6,
and 1o denlify the duies assocaled with this appoin|
S0ORMN T1300 {hitp:'dpdd defense gowPrivacwy S0OR 01545130000
ROUTINE USE(S): Tha information on this form m .5.C Section 552a(b) of the Privacy Act of 1974,
a5 amended. It may also be discosed outside of the Department of Defense (BoD) to tha Federal Resarve Banks to verify authority of the appointed
individuals 1o issue Treasury checks. In addition, other Federal, State and local govemment agencies, which hawve identified a need to know, may
obtain this information for the pu (2] identified in the DoD Blanke! Routine Uses published at:
htspetdpeln.sefense. goviPrivacy) lAEUSEs. A50X,
DISCLOSURE Voluntary, however, failure 1o provide the requested information may preclude appoinkments

SECTION | - APPOINTEE

1. MAME (Firef, Midole fmitial, Last and Rank or Grade] | 2, DoD |D NUMBER 3 TITLE

4. DOD COMFOMENT/ORGANIZATION 0. ADDREAA [hnink FI® Canly, minal sueiuss, i Dpinnm e will aoes ek s DEN)

§. POSITION TO WHICH APFQINTED (X appropriste box - one only. Cheching more than one invaldstes the sppolniment.)

DISBURSING OFFICER: DSEM CASHIER CHAMGE FUND CUSTODIAMN
DEFUTY DISBURSING OFFICER: DSEN PAYING AGENT IMFREST FUND CASHIER

¥ | CERTIFYING OFFICER COLLECTIONS AGENT SAFEKEEPING CUSTODIAN
DEPARTMENTAL ACCOUNTABLE QFFICIAL DISBURSING AGENT ASSIETANT SAFEKEEFING CUSTODIAN

7. ¥YOU ARE APPOINTED TO SERVE IN THE POSITION IDENTIFIED IM ITEM 6. YOUR RESPONSIBILITIES INCLUDE:

Ta purf-:mu the duties and mapnnxi.hililiwc of the Meritoriows Advancement Program (MAP) Commansd Rrp-c\ning Sentor which ineluede
approving command authorized advancements in sccordance with BUPERSINST 1430.16 chapter 10,

8. REVIEW AND Ai}HERE TO THE FOLLOWING PUELICATiquS] MEEDED ?D ADECQLUATELY i'-"ER FORM YOUR ASSIGNED DUTIES: #

SECTION Il - APPOINTING AUTHORITY
9. NAME (First, Middle (nibal, Lasr) 10. TITLE 11. DOD COMPONENT/ORGANIZATION

12. DATE (¥YY¥MMDD) 13. SIGNATURE

SECTION Il - APFOINTEE ACKNOWLEDGEMENT

| acknowledge and accapt the position and responsibilities defined above. | understand that | am strictly liabla 1o tha United
States for all public funds or payment certification, as appropriate, under my control. | have been counseled on my pecuniary liability
applicable to this appaintment and have been given written cperating instructions. | certify that my official signature is shown in item

16 below.
14. PRINTED NAME (Firsf, Middlis initial, Last) 15. DATE (YYYYMMOD) (N sarier than dete in Mem 12 ar 13)
16.a. DIGITAL SIGNATURE 16.b. MANUAL SIGNATURE

SECTION IV - APPOINTMENT TERMINATION

' b . 17. DATE {¥YYYRMDD, 18. APPOINTEE INITIALS

The appointment of the individual named above is )

hereby revoked,

19. NAME OF APPOINTING AUTHORITY 20, TITLE 21. APPOINTING AUTHORITY SIGNATURE

DD FORM 577, NOV 2014 PREVIOUS EDITION IS OBSOLETE Aok Dessigras 8.0

Figure 3 — Sample DD Form 577
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Step Three - Apply for MAP role in NSIPS
An online System Access Authorization Request (SAAR) form must be completed in NSIPS to

establish a MAP role.

1. To begin the process, click on the New Users (NSIPS, CIMS, Web Ad Hoc) link under the
System Access Authorization Request (SAAR) section on the NSIPS Homepage shown

below.

Modernizing

modernizing NSIPS.

gt change in e ook o MSIPS indutes 3 e b
and Stistegy Tis i ook 1 of Ui

e, T e e Y ot Ao NS
Freides v ané i i1e uturs Far the Department af Navy.

2. Select Command Level Access

Command UIC
lease Select a SAAR Acsount Type *

-, NSIPS} Active Customer Commands/Pay and Personnel
- Office

., (NsIP:
Office

O (NSIPS}Web Adhoc

O (NSIPSHNSIPS Access Manager (NAM)

PR

© (ANO)-Acceptance and Oath of Office.

System Access Authorization Request (SAAR)

NSIPS SEIf—Semce (Unlock)

aw USEFS "NSIPS ESR, CIMS, Web Ad H

MNew User SAAR Validation (Supervisor)
SAAR-N Form, OPMNAY Form 5239.

O (NSW)-Naval Special Warfare DETALS

MAP Command Reviewer
MAP Reporting Senior
MAP ISIC Command Reviewer

(NRMS)-Navy Retention Monitoring System

) (CIMS)-Career information Management System

© Command Level Access

MAP Echelon Il Command Reviewer
|| MaP £chelon 1| Command Reviewer

© Corporate Level Access.

‘I OPNAV Program Manager

© (NSIPS)-Orders Request

O (EDM- for Dri ystem
-, (REDIDA}Record of Emergency Data/Dependency
© Application
O Reserve Headquarters
n Information
System peTARs
NEX CANCE ese
egister a

MAP NSIPS Module Smart Sheet

Page 6 of 7

3. Select Command Role

Command Administrative Level
[ Command Admin Yiew Only DETALS
[ Command Admin Level Croate DETAR S
[0 Command Admin Level Approve DETALS
[0 Command Pay snd Personnsl Administrator (CPPA}  DETALS
eLeave Command Administrator DETARS
O eLeave Civilian Approves feviewer
[ Personned Reliability Progeam Certifying Official DETALS
[ Personmel Resiability Program Monitor pETALS
O Commar el Exlueation Services Officar (ES0) - Active  DETALS
Comnmand Education Services Officer (E50] - Rrserve DETALT
(] EAW Comenand Reviewer DErans
[ Comman Lavel Accens Marsger DETAL §
[ Command Civilian pETALS
O STR Command User DETAR S
I by PSD NAM I
[ MAP Comsnand Revirwes DETARS /
MAP Reporting Semior pETALS
[ MAPISIC Command Reviewer frarn
MAP Echeton B Command Reverwes DETARY
G - |IRF Echeloh B Commng Ry LETALS "———-l Approved by NSIPS Super FAM I

3 Cacend
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4. Enter all required personal data, upload the completed SAAR-N pdf and submit.

Opevatar Attrdicitis

Security mformation an be feund on tha SAAR-K fonm

A Awareness Training Date:
Cytar M e s ChaBengd

Clearance Imvestigation Date: 08242011

User BD:
Jissllicabor

Name:

Upioad SARE-H Form
Dapartmsnt:
RankiRats:
Bceount Type Mizary
Telephone: [
Emad Address: |

Dfecial Smad Asdresy
d i B (OPHAY 5235/14)
Secuity Informalzon
Erowas.

I Accesi to PRA Senuitive Recorda

 REporis Administrator

UC Acoess

LI Accwss

Turpraris o Dutaiby - SAAR Form

Name: |
LanL Firg! Miidie)

Emad Id; | ]

Official Emad Ariddross

Contaet Phone: |

[ ] o

Further details of the NSIPS On-line SAAR Process including Supervisor Validation of SAAR-N
can be found in the WNFY NSIPS SAAR Process — Issue 2 June 2019. This can be accessed via
the NSIPS Smart Sheets and What’s New For You User Communications link located in the

NSIPS Homepage User Information section.

For additional information or assistance in the following areas, contact:

» MAP System — NSIPS Help Desk: Toll Free 877-589-599, Comm 504-697-5442,

DSN 312-647-5442, NSIPSHelpDesk@navy.mil

» MAP Policy - OPNAV N132: 703-604-4716, ALTN_MAP@navy.mil

» MAP Process — MNCC: 1-833-330-MNCC (1-833-330-6622), ASKMNCC@navy.mil

Prepared by: PMW 240 Enterprise Change Management (ECM) Team.
Distribution Statement A: Approved for public release; distribution is unlimited.
Requests for this document shall be referred to PMW 240 ECM Manager at 504-697-4535.

14

Sea Warrior
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