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REQUEST FOR ACCESS TO THE ELECTRONIC MILITARY PERSONNEL RECORDS SYSTEM (EMPRS)
NAVPERS 1070/856 (Rev. 11-2015)                                                              Supporting Directive ADMINMAN 1070-010
FOR OFFICIAL USE ONLY
PRIVACY SENSITIVE
Page  of 
Select Access Type:
PRIVACY ACT STATEMENT 
AUTHORITY: 5 U.S.C. 552a, Records Maintained on Individuals; PL 93-579, Privacy Act of 1974, as amended; and E.O. 9397 (SSN).
PRINCIPAL PURPOSE: The information provided on this form will be used to determine a user's "Need to Know" and the Electronic Military Personnel Records System (EMPRS) level of access requestors require in the performance of their official duties. Information will also be used to assist officials and employees of the Navy in the management, supervision and administration of Official Military Personnel File access within EMPRS, and to identify users when audits are required as a result of alleged breaches of Personally Identifying Information (PII).
DISCLOSURE:  Voluntary, however, failure to provide all of the required information will result in disapproval of the request
I.  ERC ACCESS TO EMPRS REQUESTOR INFORMATION
I certify that I have read and understand SECNAVINST 5211.5E and NAVPERSCOM M-5000.1, Article 1070-010.  I understand that it is a violation of the stated regulations to access the OMPF except for official business or to disclose my access code to others.  I acknowledge my responsibility to safeguard the documents and PII contained in this system of records in order to protect individuals against unwarranted invasions of their privacy, and understand that any misuse or unauthorized disclosure of this information may result in both criminal and civil penalties.  I am required to notify the NAVPERSCOM, Records Management Policy Branch (PERS-313) of any changes to my current status in writing.
II.  JUSTIFICATION (To be completed by Division Director or Deputy)
1.  Record the Employee Requires Access to (select all that apply):
III.  AUTHORIZATION AND LOG-IN INFORMATION (To be completed by NAVPERSCOM, Records Management Policy Branch (PERS-313))
PRIVACY ACT STATEMENT
AUTHORITY:  37 U.S.C. 403; Public Law 
PRINCIPAL PURPOSES:  The information provided on this form will be used to determine authorization to access EMPRS OMPF files.
ROUTINE USE:  To access a member's permanent personnel record.  Information on this form may be disclosed as generally permitted under 5 U.S.C. Section 552A(B) of the Privacy Act, as amended.  It may also be disclosed outside the Department of Defense to the Internal Revenue Service for tax purposes, and the Department of Veteran Affairs regarding VA compensation.  Other federal, state, or local government agencies, which have identified a need to know, may obtain this information for the purpose(s) identified in the DoD blanket routine uses as published in the Federal Register.  
DISCLOSURE:  Voluntary; However, failure to provide this information will result in a suspension of authorized EMPRS/OMPF access.
I.  COMMAND VIEW ACCESS TO EMPRS REQUESTOR INFORMATION
I certify that I have read and understand SECNAVINST 5211.5E, DEPARTMENT OF THE NAVY (DON) PRIVACY PROGRAM and the NAVY OFFICIAL MILITARY PERSONNEL FILE (OMPF) - ADMINISTRATOR (ADMIN) ACCESS  AND OMPF COMMAND VIEW USERS' GUIDE.  
I understand that it is a violation of the above regulation and NAVY policy to disclose my access code to others or to access the OMPF except for official business.  I acknowledge my responsibility to safeguard the documents and PII contained in this system of records in order to protect individuals against unwarranted invasions of their privacy, and understand that any misuse or unauthorized disclosure of this information may result in both criminal and civil penalties.  I am required to notify the Records Management Policy Branch (PERS-313) of any change in my status.
II.  JUSTIFICATION (To be completed by Commanding Officer/Officer in Charge.)
1.  Records the Employee Requires Access To:  (Note:  Access to Controlled Records, Officer FITREPS, or Officer Privileged Information is not available using OMPF Command View.)
III.  ACCESS CERTIFICATION (To be the activity's Immediate Superior in Command (ISIC) when required.)
I certify this user requires access to EMPRS records for the UIC(s) listed.  I further certify that this activity will report any breach of Personally Identifiable Information (PII), as required by DON CIO Washington DC 291652z Feb 08, within established time limits with a copy to NAVPERSCOM, Records Management Policy Branch (PERS-313).
IV.  AUTHORIZATION AND LOG-IN INFORMATION (To be completed by NAVPERSCOM, Records Management Policy Branch (PERS-313))
II.  JUSTIFICATION (continued)
III.  AUTHORIZATION AND LOG-IN INFORMATION (continued)
II.  JUSTIFICATION (continued)   
III.  ACCESS CERTIFICATION  (continued)
IV.  AUTHORIZATION AND LOG-IN INFORMATION (continued)
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